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[lepenonHeHust bydepa

e [lepenonHeHue cTeKa
e [lepenosHeHUe Kyuu




B Kakux nporpaMmmMax MOXeT BCTpevaTbca?

PHP

j HTTP SERVER PROJECT




[lepenonHeHne 6ydepa. BBoaHbIN NpUMep

B npumepe nponsBoanTCcs 3anuchb 3a int m:i”(g{f[m]
npegenb! 6ydepa. e ’

int i;

for(i=0; i<=108; i++){
buf[i] 'A';

}

return 0;

B oTCyTCTBMM 3alMTbI, NONyYaeTcs
6eCKOHeYHbIN UK. NMouemy?



[lepenonHeHne 6ydepa. BBoaHbIN NpUMep

B npumepe nponsBoanTCcs 3anuchb 3a int msi“;{f[l%]
npegenb! 6ydepa. T :

int i;

for(i=0; i<=108; i++){
buf[i] 'A';

}

return 0;

B oTcyTCcTBUM 3aWWmTbI, NONyYaeTcs
6eCKOHeYHbIN UK. NMouemy?

OTBeT: 6€CKOHEYHO NepesanncbiBaeTcs NepemMeHHas i,
nexawyasi B namsatu nocne oygepa



[lepenonHeHne cteka. [lpumep

;#include <stdio.h>
- #include <string.h>

; void hello(char* str){

éint

char buf[128];
strcpy(buf, str);
printf("Hello, %s\n", buf);

main(int argc, char* argv[]){
if(argc < 2){
printf("Enter argument!\n");
return 1;
}
hello(argv[1]);
return 0;

Kop hello.c

nporpamMmmMa rnMnpUHNAMaET apryMmeHT
W3BHE M 3anucbiBaeT B MaccuB buf

HET NMPOBEPKUN BbiXOAa 3a NPaHUL bl
MacCCunBa

JIOKaJ1bHble NepeMeHHble XpaHATCA
B CTEKE

nepe3arimcbiBae€TCqd NaMdaTb B
CTeKke 3a MaCCnBOM



YemM onacHO?

B namMATM xpaHAaTCA agpeca, No KOTOPbIM NMepexoAuT NnporpaMmma B npoLecce
paboThl.

[TpnMepbl:

e ajpeca Bo3BpaTa Npu Bbl30Be QYHKLUN
e YyKasaTtesnb Ha pyHKuuto-callback

I'Iepe3anMCb NMNo3BOJIAET BbIMNMOJIHUTb KOA MNO J'II-O6OMy agpecy.



Kak BbIMNOIHAOTCA MporpamMmbl?

YnpouleHHo:

1. OC 3arpy»aeT Koj, U3 UCNOHAEMOro anna B naMsTb
2. Bblgensert namMaTb NoA CTeK N Apyrne gaHHble
3. nepepnaeT ynpaBfieHne Ha Touky Bxoga (Entry Point)



Pacnpegenenne namaTtu ans hello.c

Start Address - End Address Permissions Name
0x0000561d049T5000 Ox0000561d0498000 r-x /media/sf vbox-shared/bof/hello

0x0000561d049f8000 0x0000561d049Fa000 rwx /media/sf vbox-shared/bof/hello
0x00007f771e575000 0x00007f771e5a1000 r-x /usr/1ib/x86 64-1linux-gnu/1d-2.31.s0
0x000071771e5a2000 Ox00007f771e5a4000 rwx /usr/1ib/x86 64-1linux-gnu/ld-2.31.s0

0x000071771e5a4000 Ox0EE071771e5a5000 rw
R e
0x00007fffed5dab00 0x00007fffed5ddO0O r-- [vvar]

0x00007fffed5dd000 0x00007fffed5ded00 r-x [vdso]

OXFIffff 600000 OXFfffffffff601000 --Xx [vsyscall]

Edb: Memory Regions (Linux, x64)



MaLUMHHbIN Kop,

[IBOMYHbIN KOA, NpOorpamMMbl: NOCAe0BaTeIbHOCTb
KO4,0B KOMaHj, (onkKoAoB) npoueccopa

Accembnep: TekcToBasi 3anucb AJs yaob6cTBa

'”'H'H’i —(l—ll'i]'

Cucrtema KomMaHp, 3aBUCUT OT APXUTEKTYPDbI:

e Intel x64/x32: Intel® 64 and I1A-32 Architectures Software Developer’s Manual
e Arm: Arm® A64 Instruction Set Architecture



db 0xf3 Do R

db 6x0f : int main(int argc, char® argv[]){
0 5d6 4 db Ox1 : .
000055 au . if(argc 2){

000055 push rbp

e : printf("Enter argument!\n");
10 sub rsp, 0x10 r\etur\n 1;

mov [rbp-4], edi :
0 mov [rbp-0x10], rsi : }
01 cmp dword [rbp-4], 1 : .
jg 0x55d6acl551fc ; hello(argv[1]);
1f Ge 0O 0O lea rdi, [rel O0x55d6acl5600f] ASCII "Enter argument!" : .
ff ff call 0x55d6acl55080 : return @,
00 00 mov eax, 1 : }
jmp ©x55d6acl55214 : o
f0 mov rax, [rbp-E)xlE)] 75C0555505550355095959550955C003550355035909590955C05535003550355055309530953¢2003 P
08 add rax, 8
mov
mov rdi,
call hell
mov eax, 0O
000655d6 leave
000055d6: 216 ret




ApxutekTypa |A-64

General Purpose Also: 6 segment registers, control, status, debug, more
Registers (GPRs) Address Space

2764-1 ; Legacy x86 registers
Stack New x64 registers

Instruction Pointer/Flags

[ |rrP
RFLAGS

4 Increasing Addresses @
128-bit XMM Registers

63 ) XMMO
XMM1
XMM2
80-bit floating point XMM3
and 64-bit MMX registers XMM4
(overlaid) XMMS
XMM6
XMM7
XMM8
XMM9
XMM10
XMM11
XMM12
XMM13
XMM14
XMM15

PerncTtpbl: BCTPOEHHas NaMATb B NpoLieccope

e poLEeCcCOop CHa4yana 3arpyxaet gaHHble B
PErncTpbl, a 3aTeM obpabaTtbiBaeT
® 1CMNONb3yHTCA ANA Nepeaadyv napameTpoB B

dYyHKL MK

RIP: ykasaTenb Ha TeKyLLyHO
BbIMOJIHAEMYO NMHCTPYKLNUIO B
nporpamMmme

RSP: ykasaTesib Ha BepLUNHY
cTeka



YTO Takoe cTeKk?

CTek — 3ape3epBMpoBaHHast 06nacTb NnamaTh Anas paboTbl C
ANHAMUWUYECKUMW AaHHbIMMU.

[MpuHumn LIFO: nocnegHM NpuLLEN — NepBbIM YLLEN.

PacTeT B CTOPOHY MEHbLLNX aipeCoB.

OCHOBHbIle AeACTBUA CO CTEKOM:

e push: NOMeLleHne aneMeHTa B CTeK

® pOp: n3BsieYeHne afieMeHTa U3 cTeka

® [pW BbIMNOJIHEHMN KOMaH/, nNpoLieccop
yBennymeaeT/ymMmeHbLuaeT pernctp RSP



NHcTpyKkuunm call u ret

call: BbI3OB pyHKLNM

nMomeLL.aeT B CTEK MO agpecy B peructpe rsp (To ecTb B BEPLUMHY CTEKA),
TeKylliee 3Ha4yeHue perncTpa rip (c4eTynmka KoMaHj) — agpec Bo3BpaTa

® [1epexoauT Nno agpecy, yKadaHHOMY B Ka4eCTBeE ornepaHaa

ret: BO3BpaT U3 QyHKL MK

e [pon3BOAUT ObpaTHble AencTeus K call
e 13BJIEKAeT U3 CTeKa 3Ha4YeHune No afgpecy B perncTpe rsp u

nepexoauT Nno HemMy



3aecb xpaHuTcs 6ydep buf
- n3 hello() B hello.c

CprKTypa cteka @ /YR TTTYLO

- MoMelLaeTcsa B CTeK NPy BbI30BE
Stack Segment - hello() ¢ nomowbto call

Bottom of Stack
- ykasaTesib Ha main(),

nepesanncbiBaeTcA BHEWLHUMHA

Local Variables 2
for Calling - AAHHbIMA anI I'IepeﬂOleeHVlVl 6yd)epa

The Stack Can Be °
FogeHia 16 or 32 Bits Wide : buf B hello.c

. MOXHO MoACTaBMTb CBOI afjpec v npu

Parameters

Called

ically set to point :
Procedure i 3 : HEMY

to the return
instruction pointer.

Frame Boundary —L
Return Instruction ;
} ESP Register
Top of Stack

Pushes Move the Pops Move the
Top Of Stack to Top Of Stack to

Lower Addresses Higher Addresses




JKcnnayaTtauus

I'Ipe,u,rlonaraeM B Ha4aJie, 4YTO HET 3allMTHbIX MeXaHN3MOB.

1. 3anucaTb pabouunit MalnHHbIV Ko (Wenkon) B 6ydep

o 6a3sa: https://www.exploit-db.com/shellcodes
o Metasploit: Mogynu payloads gna reHepaumm

2. nepesanucaTb agpec BO3BpaTa, yKasaB Ha aApec Hayana koga B 6ydepe
3. appeca MOXXHO Y3HaTb C MOMOLLbIO OTNaA4YMKa



https://www.exploit-db.com/shellcodes

Bkn./OTK. 3alMUTHbIX MexaHM3MoB (Linux)

ASLR Stack Canary

 OTKJTHOYEHME:  OTK/KOYEHME:

g _kntoy -fno-stack-protector k gec
#echo 0 :

BKJIIOYEHNe: NX-bit

# echo 2 : :
RSP : OTKJIKOYeHue:

KJtoy -zexecstack k gcc



GDB: KoHCONbHbIN OTNAJYUK,
" aHanus coredump

Breakpoint 1, main () at test.c:8
8 int a = 42;
(gdb) bt

cmp eax,

e 8 #0 main () at test.c:8
J1 0x5662e546 1

o0 00 nov eax, ©

, [ebp-0xc]

(gdb) info frame
Stack level 0, frame at Ox7fffffffe850:

rip = 0x40060d in main (test.c:8); saved rip Ox7ffff7a77ead
source language c.

Arglist at Ox7fffffffe840, args:
Locals at Ox7fffffffeB840, Previous frame's sp is Ox7fffffffed50

Saved registers:

- ERR i sty rbp at Ox7fffffffe840, rip at Ox7fffffffe848
62e3b0 = 0x000000005662e3b0 <hello!puts@plt+0> LY (gdb) L

— ’ sy :
puts(<0x000000005662¢600> "Hello, world:™) # include "../headers/liblist_single.h"

Bookmarks | Registers

Data Dump ) int main (void)

4

5

6 {
bU[ASCIT "Hello,
0X000000005662e000-0x000000005662f000 : e :J. void* ce;
8 int a = 42;
9 int b = 13

K 88,40 06 0088 bV [return to 0x06

c
oobv

Stack | Debugger Error Console

paused

EDB: rpadpumyecknin oTnagymk yaqobHo ncnonbsoBaTtb gns
noLlaroBoun oTnagku



[lpumep. BoiBog /etc/passwd yepes hello.c

[shellcode] 5

48 31 c0 48 31 ed 50 48 bd | . (o !0/1€3Had HarpysKka:

63 2f 73 68 61 64 6f 77 55 ant https:/www.exploit-db.com/shellcodes/49547
6 :
y B RSO PRSP
¢ [nto6ble paHHbIE]
e AAAAAAAAAAAAAAAAAAAA 70 6ant <:| BcTaBka ntob6bIx AaHHbIX 40 agpeca Bo3BpaTa
p | o TOAAAARAAAAAAAAAAAR S

[appec 6ydepal o Gaiir & Mepesanuck afpeca BosspaTta main() Ha
60 df ff ff ff 7f ajpec wesnkoga

Bxoa nporpammbl (./hello “[buf]”):
[buf] = [shellcode][A x (buf_size - shellcode_size - 8)][buff_addr]

buf_size nog6upaeTcs, 4To6bl NepesanucbiBaTh aApec Bo3BpaTa Ha main()


https://www.exploit-db.com/shellcodes/49547

Kak y3HaTb agpec 6ydepa?

Appec nnaBaeT B 3aBUCUMOCTM OT cpefibl BbIMO/IHEHUSA (MepPeMEHHbIX
OKPY>KEHUSA U T.M.)

[pn nepBoHa4YaNbHOWM OTNaKeE:

® TOCMOTpPETb B OTNag4UKE:
nepenatb Ha BXof TECTOBYHO CTPOKy (AAAAAA..)) n HanTK e€ aapec B

namMATU
[Mpn 3anycke 6e3 oTnagvuka:

e rocMoTpeTb B coredump
e OCTaBWUTb TOT Xe caMbln agpec, Ao6aBnB NOP-aopoxky



NOP-gopoxxka

® /1 CHMXXEHNSA TOYHOCTU YKa3aHUs agpeca MOXHO NOCTaBUTb B Ha4Yano
wenkoaa komaHabl NOP ¢ kogom \x90.

e [pW nepexone Ha Takyro KOMaHAy NpoLeccop NpPoCTo NepexoauT K
cnepyroLlen

e pumep:
[NOP x 100][shellcode]l...]
MOXHO caenaTb owmnbKy B agpece Ha 100

Ba)<HO:

® CTEKINOCTOAHHO MeHAETCA NMpwn BbINMOJIHEHUN
® Lenkoa He AO0JIKEH rnepe3arnncbliBaTbCA



3almTa oT NnepernonHeHns éydepa

[epenonHeHne bydepa — apxuTeKTypHas NpobnemMa, CBA3aHHasa C XpaHEHUEM
KOoAa W JaHHbIX B OJHOM aJIpeCHOM NPOCTPaHCTBE.

HeB0O3MOXXHO aDHEKTUBHO NPeAoTBPaTUTb, HO MOXHO OFPaHUYnUTb
nocneacTBus, caenae aTaky Hepaboyen:

e DEP/NX-6ut
e ASLR
e Stack-Canary



3aujuTta: 3anpeT BbINOJIHEHNA CTEKA

e Jlenaet CTeK He BbIMNOJIHAEMbIM

e Ha annapaTHOM ypoBHe peanM3oBaHa C MOMOLLbIO aTpMbyTa CTpaHMUbl
namaTtn (NX/XD — 6uTa)

e Ha nporpamMHOM ypoBHe nogaep>xmBaeTca HauMHaa c agpa Linux Bepcuu
2.3.23 n Windows XP SP1 (DEP)



Ataka: Bospat B 6uonmoteky (Return-to-libc attack)

Tak KaK CTeK cTasl HEUCNONHAEMbIM, TO nepepnaBartb yrpaBJjieHNe Ha HEro
CMbICJ1a HeT.

Bcé eLlé MOXHO:

e repenaTb ynpaBfieHMe Ha N0O60MN UCMOTHSAEMbIN Y4acTOK Koga NporpamMmmbl
e BbI3BaTb OAHY M3 DYHKLMIA NOOON NOAKIHOYEHHON BUOANOTEKM

[Mpobriema: Nnpn 9TOM HEOH6XOANMO MOMECTUTb
apryMeHTbl 3TOM pyHKUNK B 6ydep nnm B perucTpsi.



Ataka: ROP (Return oriented programming)

[lnsa aTaku UCrosib3yOTCA YacTu KOoAa, KOTOpble 3aKaHYMBaAKOTCA UHCTPYKLINEN
ret (“ragxeTbl”).

® (DOpMI/IpyeTCH Lernoyka U3 rag>XxXeTtoB U laHHbIX A4 HUX, KOTOpPasd
BbIMOJIHAET HY)KHbIVI KoA.

[IpUMep: HY>KHO 3anuncaTb B PErMCTP eax onpefesiEHHOE 3HaYeHue.

e Haxoaum B MalLMHHOM Koje: pop eax; ret
e Ajpec Bo3BpaTa nepesanucbiBaeM Ha aapec pop eax; ret
e B Hayvano 6ydepa:

HY>XHOE 3Ha4YeHue + afpec CneayrLLero rag)xeta



3awwmTa: ASLR (Address space layout randomization)

e PacnonoxeHue BaXKHbIX CTPYKTYp (CTeKa, Kyun n 6ubanoTeK) no criyvyanHbim

ajpecam.
Tak KaK agpeca CTaHOBATCA cllydaliHbIMM, TO HEeJb3S MOCTPOUTb LIEMOYKY

rag>XeToB unn BblbpaTb agpec Assi BoO3BpaTa B OUONOTEKY.



ASLR. O6xon

B HEKOTOpPbIX CUCTEMAX TEXHOMOIMNS peanm3oBaHa He MOJSIHOCTbHO.

[lepebop agpecos.

Ncnonb3oBaHUe yA3BMMOCTEN, MO3BOJIAIOLLNX YNTATb COAEPXKMMOE NaMSATH.
B MHOronoTo4YHbIX NPUNOXeHUSAX (cepBepa) agpeca He MeHAOTCS Npw
cosgaHuun/ynaneHum noTokoB



3awmTa: Stack Canary

BcTaBnseT onpefeneHHoe 3HavyeHue nocre 6ydepa n NpoBepsieT ero nepeg,
BbIXOZI0M U3 YHKLMMK.

ECTb HECKO/bKO BUAOB 3aLlUUThI:

e Terminator canaries
e Random canaries
e Random XOR canaries

gcc Ucnosib3yeT KOMOUHUPOBAHHbIA MOAXOA;

e 0x00 + 3 cny4yanHbix 6anTa



O6xopn Stack canary

e B HekoTOpbIX cny4yasax BO3MOXEH nepebop:
MHOIOMNOTOYHbIE CEPBEPA U MPUIOXKEHUS
e lcnonb3oBaHue yA3BMMOCTEN, MO3BOIAIOLWMX YATATb NAMATb B CTEKe



3awwmTa: Control-Flow Enforcement Technology (CET)

paboTaeT Ha YpOBHe npoueccopa
BBOAMUT AOMNONHUTENbHbIN “TeHeBOM cTeK”
nNpu Bbi3oBe call B Hero coxpaHsieTcsl COCTOsIHME BbI3blBaOLLLEN NpoLeaypbl

Npuv BbI30Be ret NponMsBoANTCA NPOBEPKA, 3aLluLLIatoLLLaa OT nepesanucu
ajipeca Bo3BparTa

Mpoueccopsl: Intel Tiger Lake



JInTepaTtypa u CCbINKK

M. ®ocTep, B. JTto. PaspaboTka cpeactsB 6e3onacHOCTH n akcnaonTos. 2011

basa wenkonos.:
https://www.exploit-db.com/shellcodes

O % bt 5 2 5 3 4
83/1 O:6: 940 Q.qq. 84/1() 452 f».% /->84()

X0


https://www.exploit-db.com/shellcodes

