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OCHOBbI NOCTPOEHUA 3aLULLLEHHbIX
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MexceTteBoW akpaH (dhaiepBon, bpaHaMayap) — KOMMEKC anmnapaTHbIX Uu
NPOrpaMMHbIX CPEeACTB, OCYLLLECTBASAIOLMNA KOHTPOb U punbTpaLmio
NPOXOAALLMX YEepPEe3 HErO CETEBbLIX MAKETOB B COOTBETCTBUMU C 3aaHHbIMM
npaBuaamMu




Knaccuopukauyma M3

[1o ypoBHtO Mmogenu OSI:

e KaHalbHbIN YPOBEHb — YyrnpaBJid€éMbl€ KOMMYTATOPbI
o @unbTpaumsa no MAC-agpecy
® CeTeBOW YpPOBEHb — CETEBblIe PUIbTPbI
o dunbTpaums No nonsm npotokona IP: agpecy, NOpTy HasHayeHus, ...

® CeaHCOBbIN YPOBEHb — LWHO3bI
o TpaHcnauusa agpecoB (NAT, PAT) nnu ceteBbIX NPOTOKOOB

® MPUKIaAHOM YPOBEHDb — NMPOKCU-CEPBEPDI, LLIJTKO3bl YPOBHS MPUNOXEHUN
e CMellaHHble, paboTalolMe Ha HECKOJIbKUX YPOBHSIX



OCHOBHble BO3MOXXHOCTN M3

e duabTpauusa AocTyna K 3alWULLLEHHbIM CyXX6aMm

e NpensTCTBOBaHME NONYYEHUNIO 3aKPbITON MHbOPpMaLUnK
NpenaTCTBOBAHME BHEAPEHMIO NTOXHbIX faHHbIX C MOMOLLbH YI3BUMbIX
CNyx6

perucTpaums nonbITOK JOCTyna

pernamMeHTUpoBaHMe nopsaaka AocTyrna K ceTu

yBEAOMJIEHNE O NOA03PUTENBHON aKTUBHOCTH

KOHTPOJb AOCTYyNa K y3/1aM CeTH



Hepoctatku M3

® MOXXET CHMXaTb MPOMNYCKHYI CNOCOBHOCTb CETU M BPEMS OTKJ/IMKA, TaK KakK
buUnbTpaLmsa NPOUCXOANT HE MITHOBEHHO

e He 3alUMLIAET CETU OT NMPOHUKHOBEHUS Yepes ya3smnumocTu B 10

e He 3allMLIAET OT BUPYCOB



TexHonorus SPI (Stateful Packet Inspection)

e MO c nogaepxxkon SPI no3sonsaoT oTcnexmneatb coegmHeHns (TCP,
UDP n ap.) u otépacbiBaTb NaKeTbl, He NpUHaANeXalliue
COeUHEHUIO



TexHonorusa DPI (Deep Packet Inspection)

e pas3bop M NpoBepKa NPOTOKOJIOB BbICOKUX YPOBHEWN

® [IpoBepKa AaHHbIX MNaKeTa A4
O MoucKa BMPYCOB, cnama
O  [EeTEKTUPOBaHUS BTOPXXEHWUM
O MOMbITKW OTKPbITUSA 3a6/T0KMPOBAHHOIO canTa

® MOXET UCMOJIb30BaTbCA AJ1A céopa CTaTUCTUKN N MOD,VICI)I/IKaLI,I/II/I NMnakeToB

e HepocTtaTku DPI:

o TpebyeTca 6onee MoLLHOe o6opyaoBaHMe
O JAeKoAepbl MPOTOKOJIOB MOTYT CoAepKaTb YA3BMMOCTMH



NAT (Network Address Translation)

192.168.1.4 \ / google.ru

192.168.1.2 192.168.1.1 29520317 —— yandex.ru

MapLupyTmMsaTop \\\\\\\\\\\\\\‘ R
kantiana.ru
192.168.1.3




Me)xceTeBoU akpaH Linux

e B AApPO Linux BCTpoeH mexceTeBon akpaH netfilter
e [715 ynpaBJ/ieHus ero paboTon B 60/bLLUNHCTBE CUCTEM UCMOMb3YeTCs
yTunuta iptables



ApxntekTtypa netfilter

e B netfilter nakeTbl NponyckatoTca Yepes Leno4Yku, KOTopble ABASHOTCSA
ynopsiAo4YeHHbIMU CrICKaMU NMpaBul

e Ka)Joe rnpaBuiio COCTOUT U3 KpUTeEpUS, AENCTBUS U CYETUYMKA

® LENOYKM 06BbEeANHAIOTCS B Tabnuubl, B 3aBUCUMOCTU OT PYHKLIMOHANbHOIO

Ha3HaA4YeHUA
iiptables -L i
' Chain INPUT (policy ACCEPT) :
' target prot opt src dst :
' ACCEPT all -- any any state RELATED,ESTABLISHED ]
| LOG tcp -- any any tcp flags:SYN,RST,ACK/SYN limit: avg 6/hour !
iburst 5 ... |
: DROP all -- anywhere anywhere :
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Llenouku netfilter

CyLuecTByeT 5 TUNOB CTaHAAPTHbIX LEMOYeEK:

PREROUTING — pnsa Ha4yanbHoOM 06paboTKn BXOASLLMX NAaKETOB

INPUT — pna BxogAawmx naketoB agpecoBaHHbIX HEMOCPEeACTBEHHO
nokanbHoOMy npoteccy (K/IMeHTY unu cepeepy)

FORWARD — pnsa Bxogdwmx naketoB rnepeHanpaB/ieHHbIX Ha BbIXo4
OUTPUT — anAa nakeToB reHepupyeMbix NoKanbHbIMU npoLeccamm
POSTROUTING — ansa oKoH4YaTeIbHOM 06paboTKN UCXOASALLMX MaKEeTOoB
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Tabnuubl netfilter

Lieno4kn opraHmMsoBaHbl B 4 Tabnuubl:

raw — rmpocMmaTtpmBaeTcd A0 rnepenayum rnaketa CUCctemMe ornpeneneHnd

COCTOSAHUH
mangle — coaepXuT npaBuna mogudukauum (06bi4HO 3aronoBka) IP-

NnakeToB
nat — npocMaTpUBAaET TOJ/IbKO NaKeTbl, Co3atoLine HOBOe COeINHEHNE
filter — ocHoBHasa Tabnnua, NCNoNb3yeTcs MO YMONYaHWUIO, ECNIN Ha3BaHME

Tabnuubl He yKasaHo
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MexaHnam onpegenenus coctossHui netfilter

KaxkabIiW nakeT, NpoxogAaLwmm Yepes CUCTEMY onpeaesieHN COCTOAHUN MOXET
UMeTb 4 COCTOAHMUS:

e NEW — nakeT oTKpbIBaeT HOBbI ceaHc. Knaccuyeckuin npumep - naket TCP

c ¢pnarom SYN
e ESTABLISHED — nakeTt ABnaeTca 4yacTbio YXKe CyLLeCTBYHOLLEro ceaHca
e RELATED — nakeT OTKpbiBaeT HOBbIN CeaHC, CBA3aHHbIN C Y)Xe OTKPbITbIM

ceaHcoM
e [NVALID — BCe npoyune naketbl
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bnoknpoBKa agpeca/noaceTu

________________________________________________________________________________________________________________________________

e O/IOKMPOBKA MO MacKe MOXET ObITb NoNe3Ha, ecnn ataka UaeT ns
onpeaeneHHoOn ceTu
e TaKXe MOXEeT MCnosib3oBaTbCA MOAY/b iprange
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brioknMpoBKa JocTyna K cantam

___________________________________________________________________________________________________________________________________

i iptables -I OUTPUT -s addril,addr2,... -j {DROP/REJECT} [--reject-with reject_type]

Mo>XHO 6510KMpoBaTh NO:

e |P-appecy (pnar -s: Bxogawwmn aapec, -d: ucxoasLmn aapec)
e [0 NOACTPOKe (Mcrnonb3ys Moaynb string)

o “Host: kantiana.ru”
O paboTaeT TOJIbKO AN He3awndpoBaHHbIX coegnHeHnn n npu MiTM.

15



dunbTpaumna TCP

e lcnonbsyetca Mogynb tcp

e [lo noprty:
o --dport Oona ucxogdwero noprta
o =--sport Oona noprta oTnpaBuUTEnNd

' iptables -A OUTPUT -d kantiana.ru -p tcp -m tcp --dport 80 -j
' REJECT --reject-with tcp-reset
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Pa36noknpoBKa 1 yaaneHue npaBu/

EcTb ABa crnocoba:

® npOCTO NMNoBTOpPEHUE rnpasuiia C KJIK4OM -D

e YpaneHue no HOMeEpPY. e |
o iptables -L -line-numbers ! 1. bnokuposka sHAeKca: '

o iptables-D OUTPUT 1 ]
iptables -A OUTPUT -d yandex.ru -j DROP
2. PasbnokunpoBka siHAeKca:

iptables -D OUTPUT -d yandex.ru -j DROP
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[1T060YHbIE 3P DEKTDI

e opaHuM IP-agpecoM MoryT nosb3oBaTbcs Nto6oe
Kon-Bo nosnb3oBaTtenen (NAT)

e HaopHoM IP-agpece MOXeT 6bITb NTF0H60E KO-BO
cantoB (http-saronosok Host)

e —"

npun 67JIOKNPOBKE
BCe OHM 6yayT
3aTPOHYThI

e TexHonorusa DPIl no3BonseT 6710KMpoBaTh OTAENbHbIE CalTbl, NyTEM
pasbopa TLS-npoToKona n 651I0KUPOBKK MO AaHHbIM CepTUPUKATOB



bnoknpoBKka Ha BpeMs

® KaK KOMMPOMMUCCHbI BapnaHT MOXXHO BPEMEHHO 6/10KnpoBaTth |P-
aZipeca npu noao3puTesnbHbIX AeUCTBUAX

Fail2ban:
E@ e 6/IOKMPOBKaA Mpw NonbiTKax nepebopa naponemn
- -

e www.fail2ban.org
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http://www.fail2ban.org

Fail2ban: npumep pa6oTbi

n7v@novseml: $ sudo tail -n 10000 -f /var/log/fail2ban.log

2025-11-23 22:53:53,396 failzban.filter [529]: INFO [sshd] Found 211.254.212.59 - 2025-11-23 22:53:52
2025-11-23 22:53:54,428 fail2ban.filter [529]: INFO [sshd] Found 211.254.212.59 - 2025-11-23 22:53:54
2025-11-23 22:55:13,212 failz2ban.filter [529]: INFO [sshd] Found 211.254.212.59 - 2025-11-23 22:55:12
2025-11-23 22:55:14,959 fail2ban.filter [529]: INFO [sshd] Found 211.254.212.59 - 2025-11-23 22:55:14
2025-11-23 22:55:15,239 fail2ban.actions [529]: NOTICE [sshd] Ban 211.254.212.59

2025-11-23 22:58:55,554 fail2ban.filter [529]: INFO [sshd] Found 165.101.251.238 - 2025-11-23 22:58:55
2025-11-23 22:58:55,555 failz2ban.filter [529]: INFO [sshd] Found 165.101.251.238 - 2025-11-23 22:58:55
2025-11-23 22:58:57,428 fail2ban.filter [529]: INFO [sshd] Found 165.101.251.238 - 2025-11-23 22:58:57
2025-11-23 22:59:08,807 failz2ban.filter [529]: INFO [sshd] Found 185.156.73.233 - 2025-11-23 22:59:08
2025-11-23 22:59:08,808 failz2ban.filter [529]: INFO [sshd] Found 185.156.73.233 - 2025-11-23 22:59:08
2025-11-23 22:59:10,501 failzban.filter [529]: INFO [sshd] Found 185.156.73.233 - 2025-11-23 22:59:10
2025-11-23 23:00:33,694 fail2ban.actions [529]: NOTICE [sshd] Unban 14.103.127.3

2025-11-23 23:01:49,209 fail2ban.filter [529]: INFO [sshd] Found 14.103.127.3 - 2025-11-23 23:01:49
2025-11-23 23:01:49,210 fail2ban.filter [529]: INFO [sshd] Found 14.103.127.3 - 2025-11-23 23:01:49
2025-11-23 23:01:51,310 fail2ban.filter [529]: INFO [sshd] Found 14.103.127.3 - 2025-11-23 23:01:51
2025-11-23 23:02:04,332 fail2ban.filter [529]: INFO [sshd] Found 45.167.235.66 - 2025-11-23 23:02:03
2025-11-23 23:02:07,038 failzban.filter [529]: INFO [sshd] Found 45.167.235.66 - 2025-11-23 23:02:06
2025-11-23 23:03:19,960 fail2ban.actions [529]: NOTICE [sshd] Unban 209.38.35.55
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JInTepaTtypa u CCbINKK

Ayrnac 3. Kamep - Cetn TCP IP. MpuHuunbl, npoTokonbl u cTpykTypa (2003)
https://ru.wikibooks.org/wiki/Iptables



https://ru.wikibooks.org/wiki/Iptables

